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(Information Technology) 2211U1IA1iRN2 ( Operating System Access Control )
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{Information Technology) wizadne15ane ( Wireless LAN Access Control )
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(Information Technology Policy) Use of the Internet )
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(Information Technology Policy) Use of the Internet }
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(Information Technology Palicy)

o

1. 9@
s

tgeasn

nvusnnasnIslfeBmdtinussuuaTetaren iy dagdldazdaslinauddyuas

1 5

o &2 I | 2 = = & <4 1= o 2 2 2 g
mwunmﬂmmmﬂm'ﬂumﬂnw’bﬁmﬂ’li@mu’m@Lmuum:‘mﬁﬂummmmm‘mzmmm‘l@ngLnrww
i »:llsu = ' 9 1 s s A oS o qi' [ =5 N
A9 Defguazszuuifeiteanld lisufiadnivienszyiinglag fazadre Tyuvdallinnm
o 2 £ o s o e 5 =4 T % 1 ' ar o 2 2
ngnaueinnngld wazazdasfimnuiuniaefguastuniriadimiuetnansinin azvinlinasld

=l &1 = i 1 o =4 = =
JMUBLHANTUTZUULATRLNE L‘iju‘lﬂ‘i’]ﬂ']ﬁ'ﬂ aanneLasilszAnanaw

2. uanalfjin lunsdedig

2.1

2.2

2.3

2.4

2.8

2.6

2.4

2.8

9 2 a 5 a 2 = =l L = s v o 27 U = 3
HALATELL AANNIUUARNENN TN DNT LA AaaL T Timunzauiunig i lfuinnsreeldrvun

£
o =l

uazwihinnuiudasaueadld sausiafinemunoudninisdnlsuetsainane Wy nsanasn

NFWNITUTAATIY LA

2 E2 o = -=oas = di k5 1 o 1 o ar 2 :’l ﬁl
HALATEUL Aavn uundnsindnadeddmalmiveesiadiy duiunislduniausnialdlunis
ATIRALAIAUITIVRE [T rs U LRI IR LT Y

o = & o 1 £ 1 =5 as 1 [
sisdid wanldsiarusiaclilnnguiauanssiadiusenun uiseauanseanutluglunues

ANHIUNWE AN 1w (%) TunisRuwuAR=FEN T

Ef

; . A o e e 4
guaszuy Amnnuasuaieen g dnuldniadiinldldnu 3 afk

235

17

E7
Fanu ’ls.immﬁammﬂﬂﬁﬂiu.ﬂswﬁqmwﬁmhuﬁmqﬂm@ﬁm‘[uzﬁ ( save password ) sEULBIE

=]

19y posiinslAeusidduadasaais pozulasumigtiunne 3 (aw

i asszalnsedslunisldBidine iR aoudemnesieiiny woazifindng afaruhay

el

A = A oA 1 e <l ﬁliaﬂl =
AngauvTaEanguie azdlafassry uazlduasanrslenbfaayy s iiRuuataalsslamiluds
=) 2= &1 =4 1 = e
griaanmsldBAr uIsLLIATad e LTy
el . " : R

faviw fl4ldeosldnoganuunadidnmmsaiing (e - mail address ) 1aagRuiedu fu-de Jaa

k- 1 Lras = £ e ' 5 = o Yo o ] 2 1 = L2
anuusiszldfunstiusananidmasuazliletidredudiiugstfareusonisdnuse T

ANAU




uleinne (Policy) 39 : PLC-IT-001 utin 18 of 32

] A 2 L
394 : wlennesunaluladiansauwmad | uni 6 : naslduBus ( Use of E-Mail )

(Information Technology Palicy)
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(Information Technology Policy) Uaaafassuy (Systems Security)
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(Information Technology Policy) Uananwszin (Systems Security)
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(Information Technology Policy) FAWAWITAURATE ( Virus and Malicious )
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